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REGULATORY DISCLOSURE 

Computershare Investor Services plc 

Computershare Investor Services plc (the “Company” or the “Firm”) is a wholly owned subsidiary within the Computershare 

Group of companies (the “Group”) whose ultimate parent is Computershare Limited, an Australian company listed on the 
Australian Securities Exchange (ASX: CPU). The principal activity of the Company is the provision of financial administration 

services relating to Employee Share Plans, Issuer Services and Business Services which are provided to listed and unlisted 

companies, and government agencies. 

The Company’s regulated activities comprise: 

› The receipt and transmission of share dealing instructions; 
› The sending of dematerialised instructions to Crest; 

› The causing of dematerialised instructions to be sent to Crest; and 

› Safeguarding and administering client assets via nominee arrangements. 
 

There have not been any significant changes to the Company’s principal activities during the reporting period. 

The Company is regulated as an investment firm by the Financial Conduct Authority (“FCA”), reference number 188534 

and has its registered office at The Pavilions, Bridgwater Road, Bristol BS13 8AE. 

The Investment Firms Prudential Regime 

The FCA introduced the Investment Firms Prudential Regime (“IFPR”) in January 2022, the regulatory framework governing 

the amount and nature of capital that investment firms must hold. These requirements are set out in the FCA Prudential 
sourcebook for MIFID investment firms (“MIFIDPRU”), and the focus of these regulations is the management of the 

potential harm an investment firm can pose to its consumers and the financial markets. The regulations include a 

framework for annual regulatory disclosures. 

The following disclosures required under the IFPR are published on the Company’s website for the year ended 30 June 

2023: 

› Governance arrangements; 

› Risk management objectives and policies; 

› Remuneration policy and practices; 
› Investment policy; 

› Own funds; and 
› Own funds requirements. 

 

The financial information provided in this disclosure is calculated as at 30 June 2023, which is the Company’s financial 

year end. The financial information included in this disclosure is taken from the audited annual financial statements. 

GOVERNANCE ARRANGEMENTS 

Board and Committees 

The Board acts on behalf of shareholders to establish the overall strategy, direction, management, and corporate 

governance, and to ensure the long-term prosperity of the Company. It has overall responsibility for the Company’s 

business including overseeing the implementation of the Group strategy as it applies to the Company. 

The Board oversees the operation of the Company’s business by senior management, as well as its adherence to risk 

appetite, compliance with Group policies and values, including those relating to the provision of services to clients, and 
the maintenance of adequate accounting and other internal control systems. The Board maintains a list of matters reserved 

for its approval, which is reviewed annually, and there is a requirement for the Board to review its own performance at 

least annually. The Board meets quarterly, with additional ad hoc meetings as required. 

The Board reviews public disclosures specific to the Company’s business and has approved this Regulatory Disclosure. 

As at 30 June 2023, the Board comprised six directors, three of whom were independent non-executive directors. Details 
of the number of directorships held by each director are set out in the table below, which excludes directorships in 

organisations which do not pursue mainly commercial objectives. Directorship of multiple entities within one group are 

counted as a single directorship. 
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Director 
Number of 

directorships 
Type of director 

Ralph Barber 1 Independent non-executive Chair 

Philip Braithwaite 1 Independent non-executive 

Wai Au 5 Independent non-executive 

David Nugent 1 Executive 

Jonathan Pattinson 1 Executive 

Christopher Pears 1 Executive 

 

FCA regulations require the Board to establish its own risk, nomination, and remuneration committees (Committees) which 

are each chaired by an independent non-executive director. 

The activities and recommendations of these Committees are reported to the Board for its review and approval, as needed. 

Responsibility for the day-to-day management and administration of the Company is delegated by the Board to the Chief 

Executive Officer (CEO). The CEO is accountable for allocating responsibility and mandates for managing significant 

responsibilities under the regulatory framework to other senior managers within their respective areas of control. 

The CEO manages the Company in accordance with the strategy, plans and policies approved by the Board, and is 
responsible for providing information to the Board in the form, timeframe, and quality that the Board requires in order to 

discharge its duties effectively. 

While the Board is responsible for establishing the ethical standards of the Company aligned with Group ethical standards, 

Company Management is responsible for implementing practices consistent with those standards. 

Conflicts of interest 

Directors are expected to be sensitive to conflicts of interest that may arise and be mindful of their fiduciary obligations to 

the Company. 

Directors must: 

› disclose to the Board any actual or potential conflicts of interest that may exist or might reasonably be thought 

to exist as soon as the situation arises; 
› take such steps as are reasonably necessary to resolve any conflict of interest; and 

› comply with the Companies Act 2006 provisions on disclosing interests and voting restrictions. 

 

The Board manages any board-level conflicts of interest with assistance from the Company Secretary. 

Board diversity 

The Computershare Group’s Diversity & Inclusion Policy applies to the Company Board. In October 2022, the Company 
committed to a gender diversity target of 40/40/20 (40% male/ 40% female/ 20% either/other). As at 30 June 2023, 

females comprised 16% of the Board. The Board has committed to increasing the diverse representation as part of 
succession planning considerations and when Board vacancies arise, as well as considering diversity, which is wider than 

gender, across the Company as a whole. 

When assessing new appointments, the Nomination Committee, in conjunction with the shareholder, considers the 

combined skills and experience of existing Board members to determine the characteristics required in any new 

appointment.  Appointments are made on merit, considering the skills, experience and knowledge which the Board requires 

to be effective.  

https://content-assets.computershare.com/eh96rkuu9740/1hHcMRWkbQJavO2TobTR5x/f67954a283557818ec550451225aecd2/Computershare_Diversity_Equity_and_Inclusion_Policy.pdf
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RISK MANAGEMENT OBJECTIVES AND POLICIES 

The Company views effective management of risk as key to achieving its strategic and operational objectives and 

fundamental to the protection of reputation and shareholder value. The Company is committed to ensuring that risk 

management is a core capability and an integral part of our organisation’s activities and conforms to the Computershare 
Group Enterprise Risk Management framework (ERM), which is based on the principles of managing risk outlined within 

the international standard, ISO31000 Risk Management Guidelines and Principles. Components of other known industry 
frameworks (e.g. COSO) were also considered in the creation of the CIS ERM framework to ensure alignment to industry 

best practice 

The ERM framework is subject to annual review and update to reflect any changes to policy, processes or external 

regulations that may impact risk management. 

ENTERPRISE RISK MANAGEMENT FRAMEWORK 

The ERM framework supports the achievement of the Company’s objectives by bringing a systematic, consistent and 
pragmatic approach to identifying, analysing, mitigating, and reporting risk and control within acceptable tolerances. The 

ERM framework is forward-looking and is designed to lead to proactive decision making as well as help improve the 
Company’s performance, since it combines governance, risk, opportunity management and compliance.  ERM operates as 

a business discipline deployed globally by the Group and its subsidiaries, including the Company, to address the full 
spectrum of their respective risks, managing the combined impact of those risks as an interrelated risk portfolio, and 

ensuring they stay within the organisation’s risk appetite. ERM provides a disciplined process for managing risk and seeks 

to embed this discipline in existing business processes. 

Management of risk allows the Company to: 

› Increase the likelihood of successfully delivering on our goals and initiatives; 
› Encounter fewer unanticipated outcomes; 

› Better assess risks associated with changes in our environment; 

› Meet the demands of our clients and customers; and 
› Fulfil our regulatory requirements. 

The Company operates a Three Lines of Defence Model as a key principle of the ERM framework: 

› First line of Defence – employees who have primary responsibility for the day-to-day management of risk; 

› Second Line of Defence – typically the Company’s risk and compliance functions that provide challenge and 
independent oversight of the risk activities, as well as setting risk and control standards; and 

› Third Line of Defence – Internal Audit provides independent assurance over the effectiveness of the entire risk 

and control framework. 

The Computershare ERM framework: 

› outlines a ‘fit for purpose’ pragmatic framework that aligns risk management to strategic and business objectives;  
› provides a framework that is forward looking and facilitates transparency of key risks and controls;  

› provides a framework to support the provision of risk reporting and metrics to management and the relevant 

governance forums to enhance risk transparency, provide early warnings and inform strategic decision making;  
› outlines the methods and processes to be used to support consistent identification, assessment, management, 

prioritisation and escalation of risks aligned to key business objectives;  
› defines a governance model that will drive the right risk behaviours and supports the establishment of a strong 

risk culture across the organisation;  

› details clear roles and responsibilities across the Three Lines of Defence that empowers all staff to manage risk 
effectively; and  

› provides a framework that supports the business and senior management in dealing with regulatory relationships. 

The Company also engages external assurance providers on a range of risk and control matters to provide advice, guidance 

and support for the firm’s risk management activities. 
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The Computershare ERM Framework  

                   
 
 

There is direct linkage throughout the pyramid, including between the ERM and Operational Risk Management (“ORM”) 

layers: 
› The ERM layer provides the link into strategic business objectives to allow understanding of the top-level risks that 

could impact the success of the Company – aggregated through the ORM level.  
› The ORM layer comprises the operational business unit level risks that are aggregated and linked to the ERM top 

level risks (e.g. credit risks rolling up to financial risk). ORM is a continual process that includes risk assessment, 

risk decision making and implementation of risk – management strategies that result in one or many treatments 
of risk. 

Governance of the risk and control framework 

The role of the Board in relation to risk management is focused on ensuring that the high-level risks to the Company’s 
strategy are being effectively managed. The Board also sets the risk appetite and tolerance for all risks to be managed 

within the Company. The key responsibilities have been outlined in its Board charter and include: 

› Reviewing and approving the Company’s risk management framework and risk appetite statements; 

› Reviewing material risk exposures and providing independent oversight of the steps management has taken to 

monitor, control, report and mitigate such exposures; 
› Requiring from management timely and accurate reporting on significant risks faced by the Company, the 

procedures, and controls in place to manage these risks, and the overall effectiveness of the risk management 
process; 

› Reviewing risk policies as appropriate to ensure that they remain relevant and prudent; and obtaining, on a regular 
basis, reasonable assurance that the Company has an ongoing, appropriate and effective risk management process 

and reasonable assurance that the Company’s risk management policies for significant risks are being adhered to; 

› Reviewing organisational and procedural controls, and satisfying itself that these controls are operating effectively; 
and 

› Input, challenge, and approval of the Internal Capital Adequacy and Risk Assessment (“ICARA”) process. 

Risk Committee 

The principal purpose of the Risk Committee is to review and oversee, on behalf of the Board, management’s 

recommendations, management, and control of risk with particular attention to conduct, reputation, operational and 

regulatory risk.  The Risk Committee will: 

› Ensure that it understands the Company’s structure, controls and types of transactions, products and services in 

order to adequately assess the current and future risks faced by the Company and its affiliates or subsidiaries 
holding legal title to client assets; 

› Oversee the Company’s risk framework on behalf of the Board and report the results of its activities to the Board. 
The Board of Directors has ultimate responsibility for ensuring the efficacy of the Company’s risk management 

framework. The Committee is also required to review material risk exposures and the steps management has 
taken to monitor, control and report such exposures. At least annually the Committee will review whether the 

Company is operating within the Company’s risk appetite; 
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› Review the effectiveness of the processes by which the Company identifies and manages reputation and contagion 
risk, including periodically reviewing any associated policies; consider and evaluate regular reports on the 

Company’s reputation or contagion risk exposures; ensure that, where business decisions may impact the 
Company’s reputation, the potential impact has been fully considered; consider whether business decisions will 

compromise the Company’s ethical policies or core business beliefs and values and escalate any matters as 
necessary to the Board; and may direct designated persons to assess and report significant internal incidents and 

industry developments with high potential for reputation or contagion risk; 

› Consider and recommend to the Board for approval, the Company’s risk appetite statement for Operational Risk 
and Operational Resilience for ensuing periods; and consider and recommend to the Board for approval the 

Company’s risk appetite for Financial Risk and the Company’s risk appetite statements for associated risk types; 
› Review the effectiveness of the processes by which the Company identifies and manages Conduct Risk to ensure 

fair customer outcomes, including reviewing the Conduct Risk management framework and associated policies; 

and 
› The Risk Committee is responsible for reviewing and challenging the contents of the ICARA process. 

Senior Management Roles 

The senior executives identified below are required to attend the Risk Committee. 

Chief Executive Officer (CEO) 

The CEO is responsible for the commercial and operational performance of the Company.  Under the Senior Managers and 
Certification Regime (SMCR) the CEO is the SMF01 (Chief Executive Function) and as a member of the Board attends all 

Board and Committee meetings. 

Chief Financial Officer (CFO) 

The Chief Financial Officer (CFO) is responsible for all financial risks, is a member of the Board and attends Risk and Audit 

Committee meetings. Under SMCR the CFO is the SMF02 (Chief Financial Officer Function). 

Chief Risk Officer (CRO) 

The CRO is responsible for assessing and reporting significant strategic, operational, regulatory, and financial risks across 
the Company. The CRO attends the Risk Committee, Audit Committee and Board. The CRO reports on all current key risks 

applicable to the organisation and those emerging risks that have the potential to impact the Company in the future. The 

CRO is responsible for the management and implementation of the Regional Enterprise Risk Management Framework. The 
CRO reports to the Group CRO. Under SMCR, the CRO is SMF04 (Chief Risk Officer Function) responsible for ensuring 

integrity of the ICARA. 

Chief Operating Officer (COO) 

The COO, under SMCR SMF24 (Chief Operations Function), is responsible for the firm’s overall compliance with client asset 
rules (CASS), conduct risk (COBS and Consumer Duty), and assessing and mitigating significant operational risks across 

the firm and for operational delivery. The COO is responsible for the implementation and monitoring of key controls 

designed to mitigate operational risk within the firm’s Operations function. The COO is also responsible for the oversight 
of the outsourcing of the firm’s information technology function to its affiliate Computershare Technology Services (UK) 

Limited, and maintenance of the firm’s Operational Resilience programme. 

Risk appetite 

Risk appetite is the amount of risk that is acceptable to the Board and its shareholders for the Company to take in pursuit 

of its business strategy. 

Setting a risk appetite enables the Company to optimise the required investment in risk taking and accept calculated risks 

within an appropriate level of authority. The Company’s risk appetite statements are approved by the Board and 

communicated throughout the Company. 

Risk appetite statements mandate the level of risk that is acceptable in relation to Operational, Strategic, Financial and 

Regulatory Risks. Company management is responsible for ensuring that it operates within those constraints. 

The Company’s risk appetite, which is determined by taking into consideration its risk tolerance and capacity, is generally 

low given the nature of its business. Its risk profile is the allocation of risk appetite across risk categories so that strategy 

is aligned to risk and a desirable balance of risk and reward is achieved. The Company operates a high-volume, transaction-
driven business. Its strategic priorities must be considered within the paradigm of its core operating model, which is 

premised generally on a low tolerance of risk. 
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The Company’s operating model has the following risk profile: 

› the Company deals primarily with listed entities and limits its liability contractually with all clients; 

› the Company only transacts based on cleared, third-party funding of all activities; 
› the Company does not provide financial advice; 

› the Company does not trade in securities on its own account; 
› the Company does not hold assets subject to market fluctuation (with the exception of corporate cash balances 

held in currencies other than sterling;  

› the Company does not participate in fund management or unit pricing type activities; 
› the Company does not act as a principal or broker in trading activities; and 

› the Company does not provide or operate debtor positions for its retail clients (trading only on cleared funds 

/assets). 

The Company’s Risk Appetite Statement document which is subject to review and approval by the Board, includes: 

› risk appetite statements that establish the level of risk that it is willing to assume within its risk capacity to achieve 
its strategic objectives; 

› definitions of risk types; and 
› associated thresholds and metrics, which indicate whether the firm is operating within or outside of appetite. 

ICARA and regulatory capital 

The Company is required to undertake an ICARA process. The ICARA will be reviewed at least annually, or following any 

significant changes in economic conditions, the Company’s business strategy or its risk profile (or a combination of these). 

ICARA requires that the capital requirement for each ICARA scenario has also been assessed against relevant K-factors. 
’K-factors’ are metrics prescribed by regulation to assist in calculating the minimum capital a firm is expected to hold. A 

series of potential K-factors were introduced and the activities the firm undertakes determines which of nine potential K-

Factors are applicable. 

The Company has determined that the following three K Factors are applicable to its current principal activities: 

› Client Money Held (K-CMH) 
› Assets Safeguarded and Administered (K-ASA) 

› Client Orders Handled (K-COH). 

The ICARA forms part of the Company’s risk management framework, which is evidenced and supported by policies, 

systems, and controls, and then documented.  

During the reporting period the Company held an excess of regulatory capital over its minimum requirement. 

As part of the ICARA process, the Board oversees and assesses: 

› the Company’s processes, strategies and systems; 
› the major sources of and risks faced by the Company which may impact its ability to meet its obligations; 

› the results of internal stress testing of these risks; and 

› the amounts and types of financial resources and internal capital, including own funds and liquidity resources, and 
whether these are adequate both as to amount and quality to ensure that there is no significant risk that its 

liabilities cannot be met as they fall due. 
 

The ICARA was last approved by the Board in April 2004. 

Risk Management Objectives and Policies 

Risks to Client, Firm & Market (harms) 

ICARA has introduced the requirement to better understand the ‘Harms’ that could potentially arise from the delivery of 

the Company’s business strategy and objectives to the retail clients of the firm (Risk to Client), the firm itself (Risk to Firm) 

or the markets it operates within (Risk to Market). 

In achieving the business strategy, the Company has determined operational risk events that have been assessed through 

a programme of operational scenarios to determine the harms caused by each based on: 

› Risk to Market, being the “Impact an investment firm could have on the markets in which it operates and on those 

counterparties it trades with”; 
› Risk to Client, being the “Risks carried out by an investment firm due to services, actions or responsibilities which 

could negatively impact clients”; and 
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› Risk to Firm, being the “Risks to an investment firm’s solvency from its trading activity and market participation”. 

The Company has quantified an apportionment of the capital requirements calculated through its ICARA scenario testing 

to each of these, highlighting how a crystallisation of a modelled ICARA scenario may impact the critical stakeholders with 

whom the firm interacts. 

The Board and senior management approved and challenged the financial forecasts and assumptions, which have been 
used throughout the ICARA, to determine capital and liquidity adequacy, and will be involved in the review and challenge 

of future financial forecasts. 

The ICARA is used to inform the Board of the ongoing assessment of the Company’s risks, how the Company intends to 
mitigate these risks and the harm that could be caused to retail clients, the Firm and the market as well as how much 

current and future capital and liquidity the Company is required to hold, having considered the controls and mitigation 
that the Company has in place. It is also incorporated into the risk assessment and capital and liquidity planning in the 

Company’s budgeting and forecasting cycle. 

Capital and Liquidity Risk 

This is the risk of not being able to meet financial obligations as they fall due, or failure to meet financial obligations 

required by regulators or legislators. This could result in harm to retail clients, the Firm or the markets in which the 

Company operates. 
 

The Company carries out appropriate scenario analysis and stress testing to determine the adequacy of its financial 
resources, which includes taking reasonable steps to identify an appropriate range of realistic adverse circumstances and 

events in which capital and liquidity risk might occur or crystallise. The Company has a robust control and governance 
framework of its capital and liquidity position, with conservative capital and liquidity risk appetite.  

Concentration Risk 

The Company defines concentration risk as the risk of suppliers or counterparties (including banking relationships, brokers, 
insurers, vendors and third parties) failing to deliver on contractual, promised and expected services. Existing contractual 

arrangements and ongoing supplier and counterparty due diligence controls are in place.  

 
Client monies are placed with a range of third-party banks, with concentration risk minimised by the Company’s maintaining 

robust treasury policies and regular monitoring of banking counterparties. All client money is held in segregated client 
money accounts with appropriate trust status.  
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OWN FUNDS 

Own funds capital requirement 

The Own Funds rules-based capital requirement is calculated as the higher of the K- Factor requirements, Fixed Overhead 

Requirement (FOR), or the Permanent Minimum capital requirement (PMR) as set out within MiFIDPRU 4.3.   

Based on the Financial Statements for the year ended 30 June 2023, the FOR applicable to the Company has been assessed 

to be the highest of these requirements. 

Table 1 shows the breakdown of total available regulatory capital reconciled to the capital shown in the Company’s audited 

financial statements for the year ended 30 June 2023. 

 
Table 1 

Composition of regulatory own funds 

 Item Amount 

(GBP thousands) 

Source based on reference 

numbers/letters of the 
balance sheet in the audited 

financial statements 

1 OWN FUNDS 127,751  

2 TIER 1 CAPITAL 127,751  

3 COMMON EQUITY TIER 1 CAPITAL 127,751  

4 Fully paid-up capital instruments 4,050 25 

5 Share premium 23,450  

6 Retained earnings 93,157  

7 Accumulated other comprehensive income 0  

8 Other reserves 32,080  

9 Adjustments to CET1 due to prudential filters 0  

10 Other funds 0  

11 (-) TOTAL DEDUCTIONS FROM COMMON EQUITY TIER 1 0  

19 
CET1: Other capital elements, deductions and 
adjustments 

-24,986 13,14,23 

20 ADDITIONAL TIER 1 CAPITAL 0  

21 Fully paid up, directly issued capital instruments 0  

22 Share premium 0  

23 (-) TOTAL DEDUCTIONS FROM ADDITIONAL TIER 1 0  

24 
Additional Tier 1: Other capital elements, deductions and 

adjustments 
0  

25 TIER 2 CAPITAL 0  

26 Fully paid up, directly issued capital instruments 0  

27 Share premium 0  

28 (-) TOTAL DEDUCTIONS FROM TIER 2 0  

29 
Tier 2: Other capital elements, deductions and 

Adjustments 
0  
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Own funds: reconciliation of regulatory own funds to balance sheet in the audited 
financial statements 

Table 2 shows the breakdown of the total available regulatory capital for the Company reconciled to the capital shown in 

its audited financial statements. 

Table 2 

Own funds: reconciliation of regulatory own funds to balance sheet in the audited financial 
statements 
 

 
Amount 

(GBP thousands) 
  

  a b c 

 
 

Balance sheet as in 
published/audited financial 
statements 

Under regulatory 
scope of 
consolidation 

Cross-reference to 
template OF1 

  As at period end As at period end  

Assets - Breakdown by asset classes according to the balance sheet in the audited financial statements 

1 Goodwill 10,279  19 

2 Other intangible assets 14,007  19 

3 Tangible assets 1,024   

4 Investments 136   

5 Stocks  141   

6 
Debtors: amounts falling due after more 
than one year 

2,538   

7 
Debtors: amounts falling due within one 
year 

115,696   

8 Cash at bank and in hand 55,537   

 Total Assets 199,358   

Liabilities - Breakdown by liability classes according to the balance sheet in the audited financial statements 

1 
Creditors: amounts falling due within one 

year 
43,103   

2 
Creditors: amounts falling due after more 

than one year 
581   

3 Provisions 2,937   

 Total Liabilities 46,621   

Shareholders' Equity 

1 Called up share capital 4,050  4 

2 Share premium account 23,450  5 

3 Capital redemption reserve 12,000  8 

4 Other reserves 20,080  8 

5 Profit and loss account 93,157  6 

 Total Shareholders' equity 152,737   

 

Table 3 provides details of the main features of instruments issued by the Company. 
 

Table 3 

Own funds: main features of own instruments issued by the firm 

4,050,000 privately placed ordinary shares of £1.00 each. 
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OWN FUNDS REQUIREMENTS 

Table 4 sets out the regulatory own funds requirements and details thereof as they relate to the Company. 

 

Table 4 

Computershare Investor Services Plc own funds requirement 

Investment firms regulated by the Financial Conduct Authority are required to hold at all times a minimum level of 

capital known as the firms ‘own funds requirement’. The minimum amount a firm must hold is the highest figure 

deriving from three tests: 

  
Figures are in GBP thousands unless noted 

otherwise. 

Test Description Requirement as at 30th June 2023 

Permanent minimum 

requirement 

A minimum value prescribed by the 

regulator dependent upon activities 
undertaken by the firm 

 150 

K-factor requirement 

Set percentage of: 
1) client money and assets held; 

and  
 

 

2) dealing activity undertaken, in 
support of the on-going operational 

viability of the firm 
 

 

 

1) Client money and assets held: 

 6,940 
 

2) Client orders handled: 

 34 
 

Total: 

 6,974 
 

Fixed overheads 
requirement 

Set percentage of a firm’s relevant 
expenditure 

  41,589 
 

The Company undertakes an annual ICARA process where it considers the requirements and adequacy of its own 
funds. The ICARA process involves the individual assessment of key risks and the stress testing of business specific 

and macro events which are outside of the Firm’s control. Following the ICARA process the Firm ensures sufficient 

funds are held to meet the higher of its Own Funds Requirement and funding requirements derived from the ICARA 
process. This is supported by the Board’s Risk Committee reviewing the risks of the business on a regular basis 

including its operating in accordance with regulatory requirements. 
 

Further to this the Company’s financial statements for the year ended 30 June 2023 include the independent auditor’s 
report, which includes ‘Conclusions relating to going concern’. 
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REMUNERATION POLICIES AND PRACTICES 

Remuneration arrangements of the Group are determined by Group policy and overseen by the People and Culture 

Committee (“PACC"). Group policy is applicable to all controlled subsidiaries, including the Company. The Company’s 

approach to remuneration is accordingly aligned for consistency to that of the Group. The key elements of remuneration 
are published annually in the Computershare Limited (incorporated in Victoria, Australia) Annual Report.  

 
The PACC recommends and independently reviews remuneration arrangements implemented across the Group, including 

those for executive directors, senior executives, and senior management in the Company.  

 
The Group rewards employees who align with its strategy, risk strategy and personal objectives, and who demonstrate 

behaviours aligned with the CPU's 'purple' ways of working. Individual performance is assessed against objectives, with 
line managers assigning ratings based on performance and demonstration of the values. In addition to their base salary, 

eligible staff are able to benefit from variable remuneration either in the form of a discretionary cash and or shares-based 
bonus, or through a specific incentive programme.  

 

Performance-related pay is structured and granted in a way that encourages prudent risk management and discourages 
excessive risk-taking in the execution of job responsibilities. This is achieved by: 

 
› maintaining an appropriate balance between fixed and performance-based components; and 

› ensuring that the fixed portion constitutes a significant proportion of the overall remuneration, allowing for the 

possibility of not paying the performance-based component. 
 

For senior executives the key elements of the reward package are: 
 

› a fixed base salary (which is not at risk); and 

› (where eligible, and based on performance) variable short-term incentive (STI) comprising: 
› a cash bonus element (CSTI), calculated by reference to current year’s financial performance against budget 

and individual objectives, 
› a grant of Computershare Limited shares made on a deferred vesting basis (DSTI), based on the current 

year’s financial performance and individual objectives. The DSTI has a vesting period of two years. 
› an annual Restricted Equity Plan (REP), which was established in 2023 to reward senior managers’ continued 

service with Computershare and align their interests with those of the Computershare Limited’s shareholders. 

Participants are allocated annually (based upon a percentage of fixed salary) rights to receive Computershare 
Limited shares at the end of a 3-year retention period. 

 
No bonuses, either short or long-term, are paid to the Company’s non-executive directors. They are not provided with 

retirement benefits. They do not receive shares or options from Computershare as payment for services but they can 

chose to purchase shares in Computershare from their own resources if they wish to do so. 
 

Directors and office holders of controlled Group entities do not receive additional remuneration as office holders. 
 

Company arrangements 
 
The Board of the Company has established a Remuneration Committee (“RemCo”) which operates under a Board approved 

Charter. The Charter sets out the structure and responsibilities of the RemCo and its relationship to the Board and to the 
PACC. The RemCo comprises non-executive directors only. 

 

The purpose of the RemCo is to advise the Board on the Company’s remuneration arrangements and to inquire into and 
ensure that the Company’s remuneration policies and practices are consistent with Group policy, promote sound and 

effective risk management within the Company and comply with the MIFIDPRU Remuneration Code (the “Remuneration 
Code”) applicable to the Company in the United Kingdom, including ensuring that remuneration practices do not give rise 

to practices that are inconsistent with the Company’s duty to consumers.  

 
The RemCo, in its oversight function, must periodically review the general principles of the Remuneration Policy for 

consistency with the Remuneration Code rules and principles and must in the event of any policy conflict raise such conflict 
with the PACC Chair for resolution. Where any real or perceived inconsistency arises between any remuneration policy and 

the Remuneration Code the Chair of the RemCo will raise such inconsistency with the PACC Chair in order to resolve to 
ensure compliance with any domestic regulatory requirement applicable to the Company.  
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Material risk takers  
 
Material risk takers are staff members whose professional activities have a material impact on the risk profile of the 

Company or of the assets that the Company manages. 

 
The Company has determined that the following groups of employees are Material Risk Takers: 

 
• Executive directors in their management and oversight functions 

• Non-executive directors, in their oversight functions 

• Chief Executive Officer 
• Members of the CEO’s senior management team 

• Director of Compliance 
• Head of Internal Audit, Plans  

• Business Unit Heads  

• General Counsel with overall responsibility for the firm’s regulatory legal advice 
• Global Head of Tax 

• Chief People and ESG Officer 
• Head of Operations, Asset Services 

 
The Business Heads remain responsible for management of residual risk within the business unit which they control. 

 

Criteria and Adjustments 
 

Employee remuneration is based on a range of a financial and non-financial performance criteria. Individuals are rewarded 

based on an assessment of performance against personal objectives, with line managers assigning ratings based on 
performance and demonstration of the values. Non-financial measures include Computershare’s ‘purple’ ways of working; 

which are: 
 

• Work well together 

• Do the right thing 

• Strive for excellence 

• Be a pioneer 

• Keep customers at our heart 

• Move the business forward 

 

In addition, for the period of this disclosure, the measures that applied to the variable components of remuneration were: 
 

› for CSTI (Cash element), MRTs were assessed against the budgeted profitability for their applicable Business 
Unit; and 

› for DSTI, all participants were assessed against the same growth measures in group earnings. 
 

The Computershare Board retains a discretion to adjust variable outcomes under the MCP where the Board considers it 

appropriate to ensure that such outcomes do not reward conduct that the Board considers is contrary to Computershare’s 
Being Purple way of working or the group’s risk culture. 

 
Additionally, group share incentive programs include  malus and clawback provisions as deemed necessary. 

 

In accordance with regulatory guidelines, any non-standard forms of variable remuneration awarded to MRTs would be 
subject to malus and clawback provisions, deferral, payments in instruments, and retention policy requirements. Under 

the MIFIDPRU Remuneration Code, these forms of remuneration are typically included in the variable component of pay 
for calculating the variable-to-fixed remuneration ratios during the performance period when the award is granted. 

Guaranteed variable pay is not granted to an MRT unless it is part of the hiring agreement. Such guaranteed variable pay 
is awarded infrequently, is not a common practice, and did not occur during the reporting period. 

 

Severance payments must not disproportionately reward individuals; instead, they should appropriately compensate for 
early contract termination. For MRTs, any payments would relate to early contract termination, reflect the individual’s 

performance over time and not reward failure or misconduct. In the period there were no such payments made to MRTs. 
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Quantitative remuneration information 

 
Table 1 – Total amount of remuneration awarded to MRTs and all staff & Total amount of guaranteed 
variable remuneration and severance pay awarded to MRTs 
 

 Senior Management 
Material Risk Takers 

Other MRTs Other Staff Total 

 
Number of staff 13 6 1,692 1,711 

Total amount of remuneration 

awarded 

 
£3,081,975 

£1,632,854 £66,127,078 £70,841,907 

Fixed remuneration awarded £2,383,805 £1,154,608 £63,807,551 
 

£67,345,964 

Variable remuneration awarded £698,170 £478,246 
 

£2,319,527 
 

£3,495,943 

Amount of guaranteed variable 

remuneration awards 
0 0 0 0 

Number of material risk takers 

receiving guaranteed variable 

remuneration awards 

0 0 n/a 0 

Total amount of severance 

payments awarded 
£0 £0 n/a £0 

Number of material risk takers 

receiving severance payments 

 
0 0 n/a 0 

Highest severance payment 

awarded to an individual material 

risk taker 

£0 £0 n/a 0 

 
Table 2 - The amounts and forms of variable remuneration awarded to MRTs 

 

 
 

Senior 

Management 

Other MRTs  
Total 

Number of MRTs 
 

13 6 
 

19 

Total variable Remuneration (£) 

Of which: cash-based 

Of which: non-deferred 373,335 273,648 646,983 

Of which: deferred 0 0 0 

Of which: Shares 

Of which: non-deferred 0 0 0 

Of which: deferred 324,835 204,597 529,432 

Of which: share linked instruments of equivalent non-cash instruments 

Of which: non-deferred 0 0 0 

Of which: deferred 0 0 0 

Of which: other forms of remuneration 

Of which: non-deferred 0 0 0 

Of which: deferred 0 0 0 
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Table 3 - Information on whether the Firm uses the exemption for individuals in SYSC 19G.5.9R  

Certain employees may be exempt from the MIFIDPRU Remuneration Code requirements on deferral, payment in 
instruments and retention periods based on their individual level of earnings.  
 

 

 Senior 

Management 

Other MRTs  
Total 

Shares, instruments and alternative arrangements 

Number of MRTs who benefit from 

exemption 

 
10 

 
6 

 
16 

Retention Policy 

Number of MRTs who benefit from 

exemption 

 
n/a 

 
n/a 

 
n/a 

Deferral 

Number of MRTs who benefit from 

exemption 

 
10 

 
6 

 
16 

Discretionary pension benefits 

Number of MRTs who benefit from 

exemption 

 
n/a 

 
n/a 

 
n/a 

 

Notes on the table 

- The retention policy for eligible instruments that is designed to align the interests of the staff member with the 

longer-term interests of the Company; 

- There are no discretionary pension benefits applicable to this group 

 

Table 4 - The amount of deferred remuneration awarded to MRTs  
 

 Senior 

Management 

£ 

Other 

MRTs 

£ 

 

Total 

£ 

Amount of deferred remuneration awarded for previous performance periods 

Of which: due to vest in the financial 
year in which the disclosure is made 

303,262 153,470 456,732 

Of which: due to vest in subsequent 
years 

1,270,535 495,654 1,766,189 

Amount of deferred remuneration due to vest in the financial year in respect of 

which the disclosure is made 

 

Of which: is or will be paid out 
303,262 153,470 456,732 

Of which: the amount was due to 
vest but has been withheld as a 
result of performance adjustment 

 

- 

 

- 

 

- 
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INVESTMENT POLICY 

Computershare Investor Services plc does not hold shares in other companies admitted to trading on a regulated market 

and consequently has no associated voting rights. 

  



 

17 

 

GLOSSARY OF ABBREVIATIONS AND DEFINITIONS 

 

 Abbreviation Definition 

 Board Computershare Investor Services plc Board 

 CASS FCA Client Assets sourcebook 

 Company or firm Computershare Investor Services plc 

 CRO Chief Risk Officer 

 Disclosure Period July 2022 - June 2023 

 FCA Financial Conduct Authority 

 FOR Fixed overheads requirement 

 Group Computershare Group 

 ICAAP Internal capital adequacy assessment process 

 ICARA Internal capital adequacy and risk assessment 

 IFPR Investment Firms Prudential Regime 

 K-ASA K factor requirement based on assets safeguarded and administered 

 K-CMH K factor requirement based on client money held 

 K-COH K factor requirement based on client orders handled 

 LATR Liquid Asset Threshold Requirement 

 MIFIDPRU FCA Prudential sourcebook for MIFID investment firms 

 

 


